
PRIVACY NOTICE  
CONCERNING THE PROCESSING OF PERSONAL DATA PROVIDED DURING 

THE ONSITE CHECK-IN 
 
Dear Visitor, 
 
From 30th July 2019 the Act CXXXIII of 2005 on Security Services and the 
Activities of Private Investigators („Szvtv.”) obliges Weekend Event LLC 
(hereinafter „Controller”) to record the below mentioned personal data of the 
natural person (hereinafter: „Visitor”) who intends to enter a mass event – 
thereby also the STRAND Festival (hereinafter: „Festival”) - with an entry 
ticket*.  
 
This recording may take place during the Festival at its venue (hereinafter: 
„onsite recording / check-in”).  
 
Therefore, during the onsite check-in the Visitor necessarily provides personal 
data, which Controller will process in accordance with the provisions of 
Regulation (EU) 2016/679 of the European Parliament and of the Council 
(hereinafter: “GDPR”) and the Szvtv. 
 
Providing the personal data is obligatory. The process takes a little time, but 
without it the Visitor is not entitled to enter the Festival. 
 
* Pursuant to the Controller’s Festival Visitor Policy children under the age of 10 
are not required to have a ticket, therefore they are not affected by the data 
recording. 
 
The Controller does not scan the document that contains your facial 
likeness and is appropriate for identifying you (with the content of the 
personal data required under Szvtv. 72/C.§ (2)**), only records the data 
required by law from it. The Controller exclusively records your facial 
likeness by a copy of that part of the document that contains this data! 
 
The Controller  
 

Weekend Event Korlátolt 
Felelősségű Társaság (H-1122 
Budapest, Városmajor utca 48. B. ép. 
fszt. 2., company registration number: 
Cg. 01-09-695549, tax number: 
12625150-2-43, email address: 
adat@nagyonbalaton.hu, represented 
by: Fülöp Zoltán Balázs, Company 
Manager).  
 

Personal data to be processed** 
 
 
 
 

The Visitor’s 
• last name and first name, 
• nationality, 
• date of birth,  
• gender, 
• The name of the state in which 

the authority issued the 
document - that contains the 
Visitor’s facial likeness and is 
appropriate for identifying him or 



her - is located 
• facial likeness. 
 
(pursuant to Szvtv. 72/C.§ (2)) 

Purpose of processing • Providing the personal safety of 
natural persons entering the mass 
event (Festival), 
 
• the effective prevention and 
detection of crimes – in particular 
terrorist activities – in particular 
proving the crimes committed at the 
mass event, 
 
• identifying and catching persons 
wanted. 
 
(pursuant to the purpose determined 
in Szvtv. 72/C.§ (1)) 

Duration of processing 
 

 

If the Visitor enters the Festival, the 
Controller deletes the personal data 90 
days after the ending of the Festival. 
 
(pursuant to Szvtv. 72/C. § (2) ) 
 
 

Legal basis for processing 
 
 

Compliance with a legal obligation 
pursuant to subsection c) of section (1) 
of Article 6 of GDPR, required by 72/C. 
§ subsections (1) and (2) of Szvtv. 

Transfer 
 
Data processor: Netpositive Számítástechnikai Szolgáltató és 
Kereskedelmi Kft. (seat: 2021 Tahitótfalu, Pataksor utca 48.; Company 
Registration No.: 13-09-104997; e-mail: info@netpositive.hu), that develops 
and operates – for the Controller - the IT system that processes and stores the 
personal data of the natural persons entering the event.  
 
No personal data will be transferred to third countries or to international 
organisations. 

Rights, legal remedies, complaints 
In relation to the data processing, the Visitor has the following rights 
considering that the data are processed in accordance with legal 
requirements (otherwise Article 12-19 of GDPR shall apply) by the 
Controller: 
 
Right of information: pursuant to the GDPR, during the data processing, the 
Visitor may request access to the personal data and may request information 
about data processing in writing on the above availabilities of the Controller 
(which will be provided by the Controller within no more than 1 month), 
regarding the purposes, legal basis, duration of the data processing, the identity 
and the contact details of the Controller and the Controller's representative, 
included here the right to file a complaint with a supervisory authority, in case 
the Visitor is not already aware of these information. The Controller provides 



this information by making this notice available to You. 
 
Right to rectification: the Visitor may request rectification of personal data, 
thus has the right to require the rectification of inaccurate personal data 
concerning the Visitor without undue delay from the Controller. The Visitor is 
entitled to have incomplete personal data completed, including by means of 
providing a supplementary statement.   
 
The right to the restriction of processing: the Visitor has the right to require 
the restriction of processing from the Controller when one of the following 
applies: 

- the accuracy of the personal data is contested by the Visitor, for a period 
enabling the Controller to verify the accuracy of the personal data; 

- the processing is unlawful and the Visitor opposes the erasure of the 
personal data and requests the restriction of their use instead 

- the Controller no longer needs the personal data for the purposes of the 
processing, but they are required by the Visitor for the establishment, 
exercise or defence of legal claims; 

- the Visitor has objected the processing, in which case the restriction 
applies for the duration pending until the verification whether the 
legitimate grounds of the Controller override those of the Visitor. 

 
The right to erasure may not be exercised (on request), since the data 
processing is prescribed by law, but the Controller deletes the personal data 
after the compulsory duration of the processing.  
 
The Controller does not engage in automated decision-making or profiling as 
part of data processing. 
 
In the event of a complaint, the Visitor may seek the following 
remedies: 
If the Visitor feels that the Controller has violated any of the legal provisions 
applicable to data processing, please contact us first, using any of the above 
contact information, or at the following email address: adat@nagyonbalaton.hu. 
If this proves to be unsuccessful, you may initiate a proceeding with the 
Hungarian National Authority for Data Protection and Freedom of 
Information (Nemzeti Adatvédelmi és Információszabadság Hatóság, NAIH, 
seat: Hungary, H-1055 Budapest, Falk Miksa utca 9-11.; mailing address: 1374 
Budapest, Pf. 603.;, email: ugyfelszolgalat@naih.hu) or seek judicial remedy. 
The court acts in extraordinary proceeding. The decision in the litigation belongs 
to the jurisdiction of the tribunal. The lawsuit may also be brought before the 
court of the place of residence or domicile of the data subject, at the data 
subject's choice. 
 
 
 
Budapest, February 27, 2024 


